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Today’s agenda

→ Opportunities, Concerns and Landscape

→ Generative AI and Data Catalog

→ How to get started right now? 
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→ This is where your content would go. 

→ Use this slide if you want to have a bulleted list or 
single paragraph of content accompanied by a 
photo.

→ The Data Catalog Platform 
→ Most used data catalog in the world
→ Catalog, Governance, DataOps
→ Built on a knowledge graph architecture
→ Deep integrations with modern data stack
→
→

https://data.world/resources/product-overview
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Concerned

95%90%
Excited

How do you feel 
about AI? 

Dataversity SIG Gen AI, ChatGPT, Data 
Governance - June 2023



CONFIDENTIAL 6

Some sort of a policy

35%25%
Ban

Organizational 
ChatGPT usage

Dataversity SIG Gen AI, ChatGPT, Data 
Governance - June 2023
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Personal

90%60%
Business

Exploring 
ChatGPT for

Dataversity SIG Gen AI, ChatGPT, Data 
Governance - June 2023
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Opportunities
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Technical

→ Code: Generate and Optimize code

→ Metadata: Generate metadata and descriptions 

→ Natural language to SQL, SPARQL, Cypher

Business

→ Chatbot for customer/technical support

→ Writing Assistant that generates an initial draft of 
content/letter which can then be reviewed by users 

→ Summarization documents, financial reports, 
extract metrics/kpis



CONFIDENTIAL

Concerns
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Social

→ Abuse: Writing bad code, using ChatGPT to answer 
interview questions 

→ Long term effect of skills: Lack of critical thinking. 
Generating code without understanding what it 
means and taking the output literally. Thinking, “it’s 
good enough.”

→ Intellectual property issues 

→ Deep fake: Can’t differentiate between human and 
non-human

Technical

→ Hallucinations: Makes things up – unreliable.  

→ Security: Leaking information. Users providing PII 
data – exposing vulnerabilities. Who keeps all these 
prompts? What happens if they get leaked?  

→ Bias in the System

→ Not understanding how the models were trained

vv
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Governance for AI: safe usage (You can do this now)

→ Establish policies on when you can use it
・ Guardrails with common sense rules

・ Call out when AI was used and how

・ Legal: Understand who is accountable 

→ Education
・ First, get the right SMEs who understands it. Do it now, otherwise it will overwhelming later.

・ Educate on critical thinking. It’s not that different from, “I saw it on the internet”. 

→ Acknowledge job shifts and what to do 
・ “Free up the intern time – don’t replace the intern”

→ Prompt Governance
・ Create trusted and verified prompts 

・ Record retention. Save prompts and results.  How many things have you produced with GPT? Government bodies need to address 
FOIA.  
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AI for Governance: Increase productivity (vendors do this)
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Producers

→ Metadata Enrichment
・ Detect PII, PHI

・ Tagging

・ Infer relationships  

・ Find Anomalies, data quality issues

→ Understand Code
・ Explain what code does

Consumers

→ AI assisted search
・ Suggest filters

・ Natural language search

→ Jumpstart data exploration
・ Quick ideation based on metadata

・ Save questions to help future explorers!

Data Steward Data Engineer Data Analyst Data Scientist Business User
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Generative AI and Large Language Model (LLM) Landscape 
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OpenAI

Google

Amazon 

Nvidia

Open Source

API/Frameworks Vector Databases

Cohere

Anthropic

Content Creation

Writing Assistants

Sales

Software 
Engineering

Customer SupportLegal/Compliance

Marketing

Data 
Catalog/Governance

Foundational 
Models

Tools

Applications

Cloud Vendors

AWS Bedrock

Azure OpenAI

GCP Vertex AI

Nvidia

Snowflake

Databricks

Ops

Data Analytics
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Customer BYO-LLM
(Option 4)

3rd Party LLM
(Option 1)

LLM Partner
(Option 3)

1st Party LLM
(Option 2)

Data Catalog

Consider

→ Legal 

→ SOC2 Type 1/2  

→ Cost

→ Fine Tuning vs Prompt Engineering

Vendor Managed

Customer Managed
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Generative AI and Data Catalog
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Co-Innovation



CONFIDENTIAL 16



CONFIDENTIAL 17



CONFIDENTIAL 18



CONFIDENTIAL

→ Effortless enrichment
・ No more catalog ghost-towns

・ Aid governance and data ops teams in 
understanding policies and complex data 
pipelines.

→ AI-assisted search
・ Suggest filters and allow natural language 

search

・ Faster discovery and understanding

→ Jumpstart data exploration
・ Quick ideation based on metadata

・ Save questions to help future explorers!

→ Lower the code barrier 
・ Ask your data questions and get answers!

Meet Archie Bot
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Effortless enrichment

What: Descriptions for Tables, Columns, and 
Glossary terms, Collections, SQL queries,Views, dbt 
Test, dbt Models, Snowflake Masking Policies, 
Snowflake Access Policies.

Who: stewards and governance analysts

Why

→ Enrich the catalog to improve discovery and 
understanding by adding natural language 
descriptions. 

→ Helps all users understand and find the data 
because it provides more metadata for search!

20
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Lower the code barrier 

What: convert SQL query to plain text and plain text 
to SQL query

Who: data analysts and engineers

Why: 

→ Get quicker answers about what is happening 
with the pipeline by providing plain English 
descriptions of sql for metadata resources like 
Views, dbt Test, dbt Models, Snowflake Masking 
Policies, and Snowflake Access Policies. 

→ Helps users who may not know sql very well 
→ Helps all future users who might have a similar 

question because they can find the query later 
via search!

21
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AI-assisted search
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What: use natural language to search and refine 
your results, get suggested filters

Who:  all catalog users

Why: 

→ Get quicker answers and find data faster by 
providing natural language search support, 
natural language filtering, and suggested filters. 

→ Create a more expressive query with natural 
language. 
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Jumpstart data exploration

What: Research question generation based on data 
in a Collection 

Who:  data analysts, data scientists

Why: 

→ Ideate on research questions within the context 
of a collection,

→ When a question is saved as a query to a project, 
this helps all future users who might have a 
similar question because they can find the query 
later via search!

23
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Knowledge Graphs + AI/LLM
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How does this work?
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Knowledge Graph: integrate data and knowledge at scale
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“Metadata has been screaming at us: 
I. AM. A. GRAPH.” 

- Mark Beyer (Gartner)
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Knowledge graphs provide the perfect 
complement to LLM-based solutions where high 
thresholds of accuracy and correctness need to 

be attained.

Gartner
AI Design Patterns for Knowledge Graphs and Generative AI - June 9, 2023

26



CONFIDENTIAL

Knowledge Graph and LLM
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Why AI Is Incredibly Smart — and Shockingly Stupid 
Yejin Choi | TED April 2023

Knowledge Graph

Database of Facts and 
Context

Large Language 
Model (GPT)

Database of Text
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Knowledge Graph and LLM
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Knowledge Graph

Database of Facts and 
Context

Large Language 
Model (GPT)

Database of Text
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How to get started right now? 
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Task Force

→ Setup a task force to 
understand the opportunities 
and risk ASAP. 

→ Tie efforts to persona and biz 
value. 

Survey your Vendors

→ Start small. Survey your 
vendors what they are doing 
with AI.

→ HOW are they are doing it? 
What have they learned?

Start Small

→ Pilot with a small team. Do a 
comparison. Does it actually 
help?

→ Measure the productive gain 
wrt cost.
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Interested in more practical tips? Schedule time with my team 
through the data.world AI Lab. https://data.world/ailab/ 
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https://data.world/ailab/
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Follow data.world to learn more about what we’re doing with AI
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Thank you


